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Product Warranty (2 years)

Advantech warrants to you, the original purchaser, that each of its prod-
ucts will be free from defects in materials and workmanship for two years
from the date of purchase.

This warranty does not apply to any products which have been repaired or
altered by persons other than repair personnel authorized by Advantech,
or which have been subject to misuse, abuse, accident or improper instal-
lation. Advantech assumes no liability under the terms of this warranty as
a consequence of such events.

Because of Advantech’s high quality-control standards and rigorous test-
ing, most of our customers never need to use our repair service. If an
Advantech product is defective, it will be repaired or replaced at no
charge during the warranty period. For out-of-warranty repairs, you will
be billed according to the cost of replacement materials, service time and
freight. Please consult your dealer for more details.

If you think you have a defective product, follow these steps:

1. Collect all the information about the problem encountered. (For
example, CPU speed, Advantech products used, other hardware
and software used, etc.) Note anything abnormal and list any
onscreen messages you get when the problem occurs.

2. Call your dealer and describe the problem. Please have your man-
ual, product, and any helpful information readily available.

3. Ifyour product is diagnosed as defective, obtain an RMA (return
merchandize authorization) number from your dealer. This allows
us to process your return more quickly.

4.  Carefully pack the defective product, a fully-completed Repair and
Replacement Order Card and a photocopy proof of purchase date
(such as your sales receipt) in a shippable container. A product
returned without proof of the purchase date is not eligible for war-
ranty service.

5. Write the RMA number visibly on the outside of the package and
ship it prepaid to your dealer.
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Declaration of Conformity
CE

This product has passed the CE test for environmental specifications
when shielded cables are used for external wiring. We recommend the use
of shielded cables. This kind of cable is available from Advantech. Please
contact your local supplier for ordering information.

FCC Class A

Note: This equipment has been tested and found to comply with the limits
for a Class A digital device, pursuant to part 15 of the FCC Rules. These
limits are designed to provide reasonable protection against harmful
interference when the equipment is operated in a commercial environ-
ment. This equipment generates, uses, and can radiate radio frequency
energy and, if not installed and used in accordance with the instruction
manual, may cause harmful interference to radio communications. Opera-
tion of this equipment in a residential area is likely to cause harmful inter-
ference in which case the user will be required to correct the interference
at his own expense.

Technical Support and Assistance

Step 1. Visit the Advantech web site at www.advantech.com/support
where you can find the latest information about the product.

Step 2. Contact your distributor, sales representative, or Advantech's cus-
tomer service center for technical support if you need additional
assistance. Please have the following information ready before
you call:

- Product name and serial number

- Description of your peripheral attachments

- Description of your software (operating system, version, appli-
cation software, etc.)

- A complete description of the problem

- The exact wording of any error messages
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Safety Instructions

1.
2.
3.

10.
11.

12.

13.

14.

Read these safety instructions carefully.
Keep this User's Manual for later reference.

Disconnect this equipment from any AC outlet before cleaning.
Use a damp cloth. Do not use liquid or spray detergents for clean-
ing.

For plug-in equipment, the power outlet socket must be located
near the equipment and must be easily accessible.

Keep this equipment away from humidity.

Put this equipment on a reliable surface during installation. Drop-
ping it or letting it fall may cause damage.

The openings on the enclosure are for air convection. Protect the
equipment from overheating. DO NOT COVER THE OPENINGS.

Make sure the voltage of the power source is correct before con-
necting the equipment to the power outlet.

Position the power cord so that people cannot step on it. Do not
place anything over the power cord.

All cautions and warnings on the equipment should be noted.

If the equipment is not used for a long time, disconnect it from the
power source to avoid damage by transient overvoltage.

Never pour any liquid into an opening. This may cause fire or elec-
trical shock.

Never open the equipment. For safety reasons, the equipment
should be opened only by qualified service personnel.

If one of the following situations arises, get the equipment checked
by service personnel:

a. The power cord or plug is damaged.

b. Liquid has penetrated into the equipment.

c. The equipment has been exposed to moisture.

d. The equipment does not work well, or you cannot get it to work

according to the user's manual.

e. The equipment has been dropped and damaged.

f. The equipment has obvious signs of breakage.



15. DO NOT LEAVE THIS EQUIPMENT IN AN ENVIRONMENT
WHERE THE STORAGE TEMPERATURE MAY GO BELOW -
20° C (-4° F) OR ABOVE 60° C (140° F). THIS COULD DAM-
AGE THE EQUIPMENT. THE EQUIPMENT SHOULD BE IN A
CONTROLLED ENVIRONMENT.

16. CAUTION: DANGER OF EXPLOSION IF BATTERY IS
INCORRECTLY REPLACED. REPLACE ONLY WITH THE
SAME OR EQUIVALENT TYPE RECOMMENDED BY THE
MANUFACTURER, DISCARD USED BATTERIES ACCORD-
ING TO THE MANUFACTURER'S INSTRUCTIONS.

The sound pressure level at the operator's position according to IEC 704-

1:1982 is no more than 70 dB (A).

DISCLAIMER: This set of instructions is given according to IEC 704-1.
Advantech disclaims all responsibility for the accuracy of any statements
contained herein.

Safety Precaution - Static Electricity

Follow these simple precautions to protect yourself from harm and the
products from damage.

1.  To avoid electrical shock, always disconnect the power from your
PC chassis before you work on it. Don't touch any components on
the CPU card or other cards while the PC is on.

2. Disconnect power before making any configuration changes. The
sudden rush of power as you connect a jumper or install a card may
damage sensitive electronic components.
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CHAPTER

Overview

This chapter gives background infor-
mation on the UNO-1019. It shows you
the UNO-1019 overview and specifica-
tions.

Sections include:

* Introduction

 Features

» Hardware Specifications
 Safety Precautions

» Chassis Dimensions



Chapter 1 Overview

1.1 Introduction

Advantech’s UNO-1019 is a RISC-grade embedded platform that offers 2
LANsS, 4 serial ports and 4 Digital Inputs and Outputs to fulfill user’s I/O
device expansion. For data storage, UNO-1019 also provides a
CompactFlash for data storage.

UNO-1019 comes with a Windows CE.NET OS offering a pre-build
image on board. Microsoft Windows CE is a compact, highly efficient,
real-time operating system designed for embedded systems.

UNO-1019 could operate well under 0 ~ 70° C, its small size and light
weight could fit in industrial robust environment.

With these advantage, UNO-1019 is suitable for communication gateway
for converting communication protocol, IO control and data storage.

UNO-1019 is a perfect embedded ready platform that can shorten your
development time and offer a rich networking interface to fulfill your
diverse requirements.

1.2 Features

. Intel XScale PXA-255 200 MHZ Processor

. 64 MB SDRAM on board, 16 MB Flash

. 2 RS-232, 2 RS-232/422/485 serial ports

. Dual 10/100 Mbps Ethernet

. 1 compact flash for data storage

. 4 channel Digital input and output

. 3 channel LED for user define

. Ready platform for WinCE.NET build in flash
. Included remote display for easy configuration
. Fanless design for reliable system

. Compact size and light weight

. 0 ~ 70° C wide range operation
. DIN-rail and wall mounting
. Optional serial isolation protection

UNO-1019 User Manual 2



1.3 Hardware Specifications

General

* Certifications

* Dimensions (W*H*D)
* Enclosure

* Mounting

* Power Consumption

* Power Requirement

* Weight

System Hardware
« CPU

* Memory

* Indicators
 Storage

» SSD:

* Others

System Software
* OS

* Remote Display

Communication

¢ Serial Ports

* Serial Port Speed

« LAN

CE, FCC Class A

46 x 162 x 126 mm

ABS+PC with solid mounting hardware
DIN35 rail, wall

8.5W

3 W (10~30 Vpo)

400g

32 bit Intel XScale PXA255 200 MHz

64 MB SDRAM

Power, Serial (Tx,Rx), User Define (3 Led)
Onboard 16 MB Flash memory

1 x internal type I/Il CompactFlash slot
Real Time Clock, Watch Dog Timer

WinCE .NET 4.2 (in flash memory)
uScope Remote Display

2 x RS-232, 2 x RS-232/422/485 w/ DB9
Automatic RS-485 data flow control
RS-232: 300 ~ 115.2 kbps

RS-422/485: 300 ~ 115.2 kbps

2 x 10/100 Base-T RJ-45 ports
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Digital I/O
Digital In 2 Digital Input
Dry Contact
Logic level 0 : Open
Logic level 1 : Close
Wet Contect
Logic level 0: +3V max
Logic level 1: +10VDC to 30VDC
Digital Out 2 Digital Output
Open Collect to 30V
200mA max Load
Power Dissipation 450mW

Environment

* Operating Temperature 0~70°C (32°~158°F)

» Storage Temperature -20° ~ 80° C (-4° ~ 176° F)
* Operating Humidity 20 ~ 95% (non-condensing)
 Storage Humidity 0 ~ 95% (non-condensing)

UNO-1019 User Manual 4



1.4 Chassis Dimensions
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Figure 1.1: UNO-1019 Top View Dimensions
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Figure 1.2: UNO-1019 Side View Dimensions
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Figure 1.3: UNO-1019 Front View Dimensions
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CHAPTER

Installation

In this chapter, you will be given an
overview of the UNO-1019 hardware
installation procedures.

Sections include:

* Overview:

* LED

* Network Connections
+ Serial Connections

* Power Connections

* Digital Input/Output
» CompactFlash

* Mounting



Chapter 2 Installation

2.1 Overview

Figure 2.1: UNO-1019 Overview

Item Description

Serial Port

Networking port

LED

CompactFlash slot

Power

||| WIN| =

Digital input/output
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2.2 LEDs

LEDs to display the power, network, serial and programmable LED status
are located on the front panel of UNO-1019, and each of them has its own
specific meaning, as shown in the table below.

Table 2.1: UNO-1019 LED Definitions

LED Color | Status | Description
PWR RED On System power is on
Off System power is off
D1~D3 Green | User programmable
Serial TX Yellow | On Serial port is transmitting data
Off Serial port is not transmitting data
Serial RX Green | On Serial port is receiving data
Off Serial port is not receiving data
Networking | Green | On Connected to network
Link Off Not connected to network

Flash | Data is transmitting/receiving

Networking | Yellow | On Link to 100 Mbps network
Speed Off Link to 10 Mbps network

2.3 Network Connections

UNO-1019 is equipped with 2 x 10/100 Mbps TX Ethernet ports. The
Ethernet ports provide standard RJ-45 jack, and LED indicator on front
panel shows link (green) and network speed (yellow).

9 Chapter 2



2.4 Serial Connections

2.4.1 Serial Type Selection

UNO-1019 provides 4 serial Com ports, COM1 & COM2 provide RS-
232, and COM3 & COM4 provide RS-232/422/485. The default settings
of COM3 & COM4 is RS-422/485, and the UNO-1019 could identify
RS-422 or RS-485 automatically according to your wiring. If users want
to change the serial type, the chassis can be opened and modified.

A B

0000|0000
0000|0000

RS-422/R5-485 mode

A B
O|0|O|0(0]O|0|0|0|0
0|0]0]0|0]O|0|0|0]|0D

RS-232 mode
Figure 2.2: COM3 & COM4 Serial Selection

oNe]
oN®)
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2.4.2 Enable Mode

You could set the Enable mode by using DIP switches (S10). If the
switches are set to "Off", the driver automatically senses the direction of
the data flow and switches the direction of transmission. No handshaking
is necessary. If DIP switches are set to "On," the driver is always enabled,
and always in high or low status. Please must select a mode before begin-
ning RS-422 applications.

Default Setting is “Off”

OH

Switch position Description
On RS-422 master
Off RS-422 slave or
RS-485 Automatic Direction Control

2.4.3 Terminal Resistor

You can install terminator resistors if necessary to match impedance.
Each signal line (Tx+/Tx-/Rx+/Rx-/Data+/Data-). Especially in fields
with electric noise, installing terminal resistors is helpful to stabilize com-
munications. Make sure that both sides of the RS-422 or RS-485 commu-
nication ports are installed on BUS.

You could install jumpers on JP8 and JP10 to enable terminal resistor
(1200hms) for RS-422 or RS-485 of COM3 and COM4. The detail
jumper setting shows as following figure.

|—| RS 422 TX+TX-
RS-485 DA+/DA-

- RS 422 RX+/RX-

Figure 2.3: COM3& 4 Terminal Resistors (JP8& 10)
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Refer to the figure and table below for COM1 & COM2 descriptions.

1 5

o (i) o

E 4

COM1 & COM2 Pin Assignments

Pin RS-232
DCD
RxD
TxD
DTR
GND
DSR
RTS
CTS

RI

O o N O~ WIN| —~
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Refer to the figure and table below for COM3 & COM4 descriptions.

1

5

o

i‘l‘.’i‘) O

(S

COM3 & COM4 Pin Assignments

Pin RS-232 RS-422 RS-485
1 DCD TxD- Data-
2 RxD TxD+ Data+
3 TxD RxD+ -

4 DTR RxD- -

5 GND GND GND
6 DSR - -

7 RTS - -

8 CTS - -

9 RI - -

2.5 Power Connections

UNO-1019 supports +10 ~ 30 V. power inputs. A detailed power pin
image is shown below

Figure 2.4: Power Pin Assignments

+WV3 |
GND

S

ofe e e|o
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2.6 Digital Input/Output

There are two digital inputs and outputs for UNO-1019.

O
com (= Tl
po1 (o
poo (o
on |(o
oo |(o [P

=

Figure 2.5: Digital I/0 Pin Assignments

You can refer to Figures 2.6 & 2.7 for the digital input connection.

UNO-1019 provides 2 ways to use digital inputs function, please refer
below figure shows how to connect digital input function.

UNO-1019 User Manual 14



Dry Contact

Internal External
+5Y
j * DI
—
1 o 1
COM
=

Figure 2.6: Digital Input Connection (Dry Contact)

Wet Contact
Internal External
+5Y
| I |

I [

Figure 2.7: Digital Input Connection (Wet Contact)
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UNO-1019 also provides digital outputs connection, please refer below
figure shows how to connect digital output function. (The default DO sta-
tus is high)

Internal External
+Vg
bo SSR
) | S—vve
— o
|_o-| COM
gl il |

Figure 2.8: Digital Output Connections (Wet Contact)

2.7 CompactFlash

The procedure for installing a CompactFlash card into the UNO-1019 is
detailed below, please follow these steps carefully

1. Make sure system power is off

2. Remove the power cord

3. Remove CompactFlash the card door on the top panel of UNO-1019
4. Plug a CompactFlash card into a CompactFlash card slot.

UNO-1019 User Manual 16



2.8 Mounting

UNO-1019 supports two different mounting methods: Panel & DIN-rail.

2.8.1 Panel Mounting
UNO-1019 can be wall mounted by using the included mounting kit.

First, use the screws included in the package to combine the UNO-1019
and metal mounting kit.

Figure 2.9: Combine the Metal Mounting Kit
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Then, screw the whole device to the wall.

1019 to the Wall

Figure 2.10: Attach UNO-

18
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2.8.2 DIN-rail Mounting
You can also mount UNO-1019 on a standard DIN-rail by below steps.

First, pull down the kit in the back of UNO-1019

Figure 2.11: Installation to DIN-rail Step 1
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Then, hang the UNO-1019 to the DIN-rail with angle of inclination.

§ Grounding
' Spring

Figure 2.12: Installation to DIN -rail Step 2

UNO-1019 User Manual 20



Put the UNO-1019 at a right angle with the Din-rail. The grounding
spring in the back should be flush with the aluminum rail. Then pull up
the kit to wedge the UNO-1019 firmly into place.

O ] —
} (=
(- i
| Iy
 I— N S— R S S I — S — —
—/

Figure 2.13: Installation to DIN-rail Step 3
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CHAPTER

Initial Setup

This chapter shows how to initialize the
UNO-1019, sections include:

Sections include:

* Initial Procedure
» Configure UNO-1019



Chapter 3 Initial Setup

3.1

Initial Procedure

The UNO-1019 offers an easy setup feature: it takes four easy steps for
your initial setup before use. Take out the UNO-1019 from the package
and follow the steps below for initial setup:

1.

Connect all peripheral devices, such as RJ-45 connector of Ethernet
connection, RS-232 (RJ-48 connector) and RS-485 connectors.

Connect the power cord to the UNO-1019 and plug the other end of
the cord into the power outlet, and then UNO-1019 boots up imme-
diately. (IP Default setting : LANT is 10.0.0.1, LAN2 is 10.0.0.2)

The UNO-1019 default IP is set as 10.0.0.1. Please set the IP of
your host computer to be static IP : 10.0.0.XXX for connection
with UNO-1019.

Using the uScope tool to re-configure the IP of UNO-1019 to meet
your network configuration. The path of uScope Remote Display
Tool in UNO-1019 CD is “‘uScope Remote Display
Tool\uScope.EXE “.

uScope Remote Display Tool

This tool works only with Ethernet connection. It requires that both the
computer and the UNO-1019 have the same Subnet Mask. The default IP
address for LAN1 is : 10.0.0.1 and the default Subnet mask is:
255.255.255.0. So you can set your computer IP address to 10.0.0.3 and
set the Subnet mask to 255.255.255.0.

pScope Configuration
Station

r@ IP : 10.0.0.xxx

IP : 10.0.0.1 &

" ADAM-6520
Ethemet Switch

UNO-1019 User Manual 24



*actually you can set any IP address other than 10.0.0.1 and 10.0.0.2 from
10.0.0.3 to 10.0.0.255 . If you connected you computer and UNO-1019 to
a router, don't set your computer IP address the same as the Router's.

Connect UNO-1019 with your computer by using a crossover Ethernet
cable. Or connect both UNO-1019 and your computer into a hub.

After UNO-1019 boot up, it will broadcast it's IP to the network. uScope
Remote Display tool running on you computer will detect the UDP mes-
sage that send out by UNO-1019 and show the device name and IP in it's
device list. You can select and connect to the device (UNO-1019) in the
list as you want.

Double Click the uScope icon in configuration computer:

.ﬂ‘ uScope Eemote Display

Lastconnected IP |

Commnect |
Click the “Show List” bottom :
Connectable Rezsources r$__<|
| fivail |
K
Connect Cancel
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Choose the connected device in the list :

Connectable Eesonrces

IP addr | el |

Connect Cancel

After clicking “Connect” bottom, the configuration computer will con-
nect with UNO-1019. The remote display screen will be as following :

CE Remnte Window

ADMNTECH

&9 Start &L 12:18 aM (B

UNO-1019 User Manual 26



Please go to the “Command Prompt” for network IP setting

" CE Remote Window

Computer

ADMNTECH

M Programs ¢ [EERYTE ] r
(=) Documents  F 1an t
E’ Settings LS g Intermet Explorer

@ Help ’Q Remote Desktop Connection
& Rur,., .‘5 Windows Explorer

£ostart &l 12:18 AM

! CE Remote Window

File Edit Help
Pocker CHD v 4.20
>

v
&9 5tart ”Emmmamd Pronmpt ‘&:&- 12:19 AM l@‘]

User can use “ipchange” command for IP change setting in command
prompt mode. Please type “ipchange /?” for command reference.
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CE Remote Window

Fle Edit Help

Pocker CHMD v 4.20
> ipchange /7

erssssnas ID Changing Usiliny sesesssrss
dvantech Automatiom Corp. ZOOE

sus: dpchaus paraul parau parand parand

fpsraml: 1 or 0O (Enable/Disable DHCP)

fparamz: wwx. xxx.xxx.xux (IP Address)

[param®: xmx. max.xxx.xxx (Subnet Mask)

[paramd: /1 or /2 (Echernet Adapter 1 or 2}
255.255.255.0 will be used if param3 is omitued.
#1 will be used if paramd is omivted.

Exawple: ipchange 0 192.168.0.12 255.255.255.0 f2

"
i Param1 : 1.Enable DHCP

Param2: IP address

Param3: Subnet Mask

Paramd: 1-LAN1
2.LANZ

0-Disable DHCP

(Param 2 & Param 3 is only available in Param1 = 0)

&75tart ”gmmmand Prompt

L& 1216 A \@F{I

If LANI of UNO-1019 will be set as DHCP, the ipchange 1/1 will be used
as set up command. If LAN2 of the UNO-1019 will be set as the specific
IP address, the setting command and procedure should be as following :

A |CE Remote Window
Fle Edit Help

Pocker CMD w 4.Z0
\> ipchange s7

sxx=x2x2x [P Changing Utility *r=rsxzzss
dvantech Automation Corp. 2006

sage: ipchage paraml param? paraw? parand

fparawl: 1 or O (Enable/Disable DHCP)

haram?: xxx.xxx.xxx.xxxz (IP Address)

pparau®: xxzx.xxx.xxx.xxx (Subnet Mask)

Iparamd: 1 or /2 {(Ethernet Adapter 1 or E}
255.255.255.0 will be used if param3 is omitced.
41 will be used if parand is omitted.

[Example: ipchange 0 1592.168.0.12 255.255.255.0 /2

> ipchange 0 10.0.0.5 255255 z85.0 sz

/AN VN

Disable DHCP  |P Address  Subnet Mask  LANZ

4 5tart l@cummand Prompt

[EL& 1218 am |@E’ﬁ[‘
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Press “Enter”, the remote display will show the following message.

File Edit Help

Pocket. CMD w 4.20
> ipchange /7

'A CE Remote Window [ESES]
x
5

********* IP Changing Ukility **rsssssss
|xdvantech Automstion Corp. ZOOE

[Usage: ipchage paraml parawm? param3 paramd
araml: 1 or 0 (Enable/Disable DHCP)

boaramz: wxxx.xxx. xxx.xxx (IP Address)

boaram3: xxx xxx. xxx_xxx (Subnet Mask)

bbaramd: 1 or f2 (Ethernet Adapter 1 or 2}

255 ZES. Z55.0 will be used if param3 is omitted.
#1 will be used if paramd is omitted.

Example: ipchange 0 192.168_0.12 255 _ZEE 255.0 /2

> ipchenge O 10.0.0.5 255 255 Z55.0 /2
ew Network Settings of AdapterZ:

DHCP: Disahled

IP Address: 10.0.0.5

Subnet. Mask: 255 2Z55.255.0

saving Regitry. ..

D one

ote: Mew settings will teke effect after rehoot.
=

#start [ B8 Command Promat &z @[]
Wait for the “Saving Registry Done” to make sure the IP change setting
work is successfully done.

Power on the UNO-1019 module again to reboot the WinCE for new IP
address implement.

Note: The uScope Remote Display tool is only used for the
configuration work. It wasn’t design to run a long time
to be used as the remote monitoring tool.
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CHAPTER

Advanced Applications

This Chapter will provide detailed
explanations of the UNO-1019’s
Advanced Applications

Sections include:

* Inserting a CompactFlash Card

* ActiveSync Connection

* Remote Access Configuration

+ Autorun Configuration

» Application Development Procedure
+ Saving Your Settings

» Network Administration User Guide



Chapter 4 Advanced Applications

4.1 Inserting a CompactFlash Card

The procedure for installing a CompactFlash card into the UNO-1019 is
as follows, please follows these steps carefully.

1.  Remove the power connector to power off the UNO-1019
2. Remove the CF slot cover.

3. Plug a CompactFlash card with user's OS and application
program into a CompactFlash card slot on board.

4. Plug in the CD slot cover for protecting the CF card.

Connector the power connector to re-power on the UNO-1019

Note: How to update the WinCE.NET 4.2 Image for UNO-1019?

Please follow the above steps to plug in the CF card with image
(the image file is put in the path:\UNO-1019\Image of UNO-
1019 CD. please copy the image file from CD to CF card and
please be noticed the format of the CF card must be FAT16)
then wait for 5 minutes for rebooting the UNO-1019 with new
image.

4.2 ActiveSync Connection

* Using a null-modem cable connect UNO-1019 COM1 with one of
COM port on your computer

* Install Microsoft ActiveSync software on your computer and make the
serial port you want connect with UNO-1019 available for ActiveSync
(see ActiveSync help for details).

Note:  UNO-1019 will use 115200 as it default BaudRate for the
ActiveSync connection. If your ActiveSync program never
accept a connection at this BaudRate before, you' might get a
timeout. Since it needs to scan from low to high BaudRate, if
that takes too long, UNO-1019 will stop trying connect to your
computer. So, its better to use another CE device which has a
display to connect to you Desktop through ActiveSync at
19200 BaudRate first. Thus ActiveSync on your desktop PC
will remember this Baud Rate, and next time when UNO-1019
try to connect to it at this Baud Rate, it'll connect easily.
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ActiveSync Connection
The tool is used for the application program on-line programming/debug

requirement. User has to install the Microsoft ActiveSync program in
configuration computer first. For the detail operating procedure of
ActiveSync, please follow the steps by steps operating guide.

Step 1 : Setting Up ActiveSync in a Configuration Computer
1. Insert UNO-1019 CD into the configuration computer.

2. Install UNO-1019 Software Development Kit for eVC++ from
below path: \UNO-1019\SDK

Install Microsoft ActiveSync 4.1 from below path: \ActiveSync

4.  Please connect the ActiveSync cable (Null Modem cable, Advan-
tech part no. : 1703093000) to COM1 of UNO-1019 and the COM
port of configuration computer for ActiveSync communication.

Step 2 : Connect the UNO-1019 via DiagAnywhere through Ethernet.

Step 3 : Configure COM1 of UNO-1019

Press Start of task bar of window system and select “Settings” / “Net-
work and Dial-up Connections”.

“# ICE Remote Window

ADMNTECH

I£7) Programs
ﬁ Favorites
i) Documments

-
& belp nd Dial-up 5
ERun... skbar and Start Menu...

& start Sl im0 am [

33 Chapter 4



1. Click the icon “Make New Connection”

CE Remote Window

File Edit View Advanced | 3 |E||E| = k ><
#

=5

DMICEL

.‘5Start ]I&}‘Network Connections &-’a 2141 AM @ I

Select the connection type: Direct Connection, then press Next

===

Make Mew  DMICEL
Connection

Make New Connection @

Type a name for the connection;
'-Il
: -"‘ |M3r Connection

Select the connection type:
(0 DiakUp Connection
() Direct Connection
() wirtual Private Network (PPTR)
() virtual Private Metwark (L2TP)
(C) PPP aver Ethernet [PPROE]

{7Start ]I@Network Connections &-'n- 2142 AM @ I
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2. Choose the COM port of UNO-1019.

Device

E._.i,,gs My Connection

Select a device:

| €

Serial Port on COM1:

‘E.n:-r

Serial Port on CME

TCPJIP Settings... HSEcurit-,r Settings... ]

’ < Back ” Finish ]

3. Press Start / Settings / Control Panel, and then “PC Connection”.

f CE Remote Window
X x
o B - T A
LY. = B@ 2 9 = 2]
Certificates  Date/Time Dialing Display Internet Keyboard Mouse  Metwork and
Options Dial-up Ca...
i P
82 B & 4@ » D © ¥
Owner Password PC RAS Server  Regional Remove Storage Systerm
i ection Settings Programs Manager
#95tart [ 3 control Panel [BL 240 am [B I

4.  Click Change button to choose your network communication.
In this example, change the network to “My Connection”.
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' CE Remote Window

g 7z = - “y
0 2 L & P = O @
wr e ¢ =
Certificates  Date/Time Dialing Display Internet Kevyboard Mouse  Metwork and
Options Dial-up Co...
82 B H &L H B © W
Cwiner = 2 | ok ﬂ
P TN
BCC Change Gonnection
B Connect to desktop computer using: |* Desktop @ 192007
4 : 0
ol warning:  Changing this setting may
connect with your desktop computer.
ol
&9 5tart ”[}Control Panel I,;’#;PC Connection Prop... ‘&-&-— 2145 &M |@

Step 4 : Setting Up the Communication Environment of the Host

1. Double click the icon ActiveSync.

2. Select File/Connection Settings

4% Microszoft ActiveSync M= B3
File iew Toolz Help

wrlone WEtohs

SUnEhroniEE
Stop

Hebile Mevice 3

ps
Evplaore 4
Welete Bartrership

Get Connected...
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3. Configure the connection settings as below.

Connection Settings

[ Click Get Connected to connect your mobile device to thiz

?L@ cormpuker.

Status: waiting for device bo connect Get Connected... |

¥ illove serial cable ar infrared connection ta this COM port:

|com1 =1

Status:  COM port iz nat available

™ Ellavw UEE connestian with this deskiop computer
Statuz: Mot Supported

W &llow netwark [Ethernet] and Remote Sccess Service [FAS)
zerver conhection with this desktop computer.

Status:  Metwork is available

Status icon
’7 [V Shaow status jcon in Taskbar,

1] I Cancel Help

4.  After you configure the connection setting, it will show the below
dialog window when you press Get Connected
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Get Connected

Get Connected

After installing batteries or plugging in the AC adapter, do
one of the fallowing:

* |Jze the senal cable to connect to a COM port on the back
of thiz desktop computer and click Mext.

* Uge the USE cable to connect to the USE port on the back
of this desktop computer,  ActiveSync will automatically
detect the device connection.

You can alzo connect pour mobile device uzsing infrared (IR).
For mare information, click Help.

< Bachk Cancel Help

Note: Don’t click Next button at this time.

5. Press Start/ Run of UNO-1019; enter the \windows\repllog.exe in
the command line of and press OK button

"j CE Remole Window

:E Type the name of a program, folder, or

document, and Windows will open it for you,

open: I\Winduws\repllug.exe hal

[ 0K H Cancel ”ﬁrowse...

F95tart Sl zo0m 3]
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:{ CE Remote Window

o2
=

Connecting to My Connection

Yee=  Connecting to Host

Hide this message:

Cancel connection: Cancel

F9start &bzl am ([

6.  Now, press the Next button in the “Get Connected” dialog in the
host. It will build the connection between UNO-1019 and host.

Get Connected E

Checking COM Ports o
Pleaze wait while Setup locates your mobile device.
; ¥ v

Frogre

Looking far a mobile device...
Checking on COM Paort 1

< Bachk | HERt> | Helm |

7. If the connection between UNO-1019 and the host has been
established, you will see below message in UNO-1019.
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File View \_ﬂ (%]
Ieer .' —W = ey
% e [feel iz =l e )
e = e 5 5§ =
Certificates  Date/Time Device Dialing Display Input Panel  Keyboard Mouse
Managemerit
( (s o] L "] %
" o A 4 =
e a2 ?ﬁi g ) i 18 ;’
Metwork and  Cwner Password PC Powrer RAS Server  Regional Remove
Dial-up Co... nrecti Settings Programs
&
Storage Styl - Connected
Manager =
Hide this message:
\ Disconnect I
& start | & network conriecti... [[(3 Control Panel [l Bosopu &

8. Ifthe connection between UNO-1019 and the host has been
established, you will see below message in the host.

Mew Partnership

Set Up a Partnership
23
1

E Before you can synchronize information between pour
mabile device and this computer, you must set up a
partherzhip between them.

Wiould pou like to set up a partnership?

O Yes

Set up a partnership so that | can synchranize
infarmation between my device and this computer.

| don't want to sunchronize information. Set up my
device as a guest so that | can copy or move
infarmation between my device and this computer.

< Back I Hest = I Cancel I Help |

Select No, then press Next button.

After the New partnership setting, it will show the below dialog window
in the host.
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4% Microsoft ActiveSync

File “iew Toolz Help

[ 1] ]

® QB B B

S Stop Dietailz  E=plore Options
Guest 3
Connected b

Information Type | Status

9. Press Explore button in Microsoft ActiveSync window, it will pop
up the Mobile Device window to display the file resources and

information of UNO-1019 as below:

For example, if you click the icon “My Documents’”’
content of storage in UNO-1019.

, you will see the

ol
| WRE HEE WA BHREW TEO HAD |
| #b—m -+ - G| Qe Sompim e (I8 X o2
[ #BAED) [ [ Mobile Device =] pr=
o > D
L X Excel Viewer Image Viewer Inhox Internet
Mobile Device Explorer
= — L2 1T
FRIE M ERE L& o i o ?
Micromft My Documents PDF Viewer PowexPomt Remnte
WordPad Viewer Desktop
Word ¥iewer
[11 objectts) | ] Mobile Device 7
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Begin Transferring Files from the PC to UNO-1019
l Mobile Device

| #=p #¥E WA0 FREW TAD HE® || -5 -5 -Q
|#B5D) | [ Mobile Device

Double click “My Computer” in “Mobile Device” for file translation.

"g My Computer

| #xp #@® wR0 SOREW IAD HHA® | wEE .o -
Jﬂiﬂ:@ I g My Computer

~HEN N~

FLARH My Documents Hetwork profiles Frogram Files Temp

Control Panel

4.3 Remote Access Server Configuration

UNO-1019 provides “Remote Access Services” which offers the possibil-
ities for remote network and user to have TCP/IP access local mail serv-
ers, access to database, web servers or other Intranet services.

The following description introduces how to set the dial-up and dial-in
configuration.
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Dial-up Configuration

1. Press start of task bar of window system and select “Settings” /
“Networking and Dial-up Connections”

"j CE Remote Window

ADMNTECH

'ﬁ Programs
i,':f Favorites
1) Documents
Q Help X nd Dial-up Connections

& Run... iy Tackbar and Start Menu...

ostat Sl 126 v B

2. Double click “Make New Connection”, then a dialog window will
pop out. Select Dial-Up Connection and press Next >.

__:f CE Eemote Window

File Edit View aAdvanced | 3¢ |E|E| =

CA
L
DM2CEL

Connection
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:{ CE Remote Window

[l

Make MNew u]
Connection

MOCEL

Make New Connection E]

Type a name for the connection:

WMy Connection]

Select the connection type:
(@) Dial-Up Connection
(C) Direct Connection
() wirtual Private Metwork (PRTP)
O wirtual Private Metwork (L2TP)
() PPR awer Ethernet [PPPoE]

ﬂstart "ﬁ‘:‘-‘l\letwork Connections

&Lz an @)

3. Setup the device according to the specification of the modem and
press Next >.

j CE Remote Window

Make: Mew
Connection

@27
(&)

DMICEL

'_E!l My Connection

Select a modem:

Hayes Compatible on COM1:

ﬁstart ]I@Netwnrk Connections

&Lz an @]
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Enter the telephone number in the “Phone Number” window. Press Finish
button to complete the dial-up configuration.

4.

"j CE Remote Window

File Edit Miew Advanced | ¢ @ |EE H
)
S,

Make Mew  DMICEL

Conhection

Phane Number, @

_fil My Connection
Country/region code; 1

Area code: 423

Phone number: W
D Force long distance

[ Farce lacal

£95tart }I@Natwork Connectians &L 1238 am @]

Press start of task bar of window system and select “Setting” I
“Networking and Dial-up connections”. Double click the new con-
nection that you made previously (it is RAS Connection in this
case), and it will pop out the “Dial-Up Connection” dialog window.
Enter your user name / password, then press Dial Properties.

CE Remoie Window

ile Edit View Advanced | HRE h? X

T

Make Mew My DMICEL
Connection  Connection

Dial-Up Connection

-é;l My Connection

User Mame: livwreilee Phone:  9,4125678
Password: bkt Dial from: work
Domain: Dial Properties...

Dﬁave ERESYEIE) [ Connect ] [ Cancel I

ﬂstart ||QNetwnrk Connections L&-'.a 12:40 Am ‘@ I
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"4 CE Remote Window,

File Edit View Advanced | < == r? %
= B
Make Mew I DMICEL

v
Connection  Connection

| Dialing Properties

When dialng from:

-
Local settings are
The local area code is: 425 Dialing Patterns...
3 1

The local country/region code is:

Dial using: (@) Tore () Buke

D Disable call waiting by dialing:

F9start "k},Netwnrk Conmections L& 12a0am (3 I

5. Press Dialing Patterns button in the Dialing Properties window.

Edit the dialing pattern for each type of call to change how the
phone is dialed.

Note: Country/Region Code, please enter “E” or “e”
Area Code, please enter “F” or “f”
Number, please enter “G” or “q”

"¢ |CE Remote Window

Fle Edit View Advanced | > 0 EEE [

= % %
Make: New Ty DMICEL

Comnection  Connection

Blaillegy Hure: [oK]
Edit the dialing pattern for each type of call to change how
the phone is dialed.

[when dial
=9 For Local calls dial fomove ]
Local sg
For Long Distance calls dial: 5. ..
The | [B.275

For International calls dial:

Fib [5,011EFG

(E,e = Country/Region Code; F,f = Area Code; G,g =
Murnber )

&25tart |[@ Network Connections E&L zaam 3]

UNO-1019 User Manual 46



6.  Double click My Connection and press Connection button to build

a PPP connection.

" |CE Remote Window

Fle Edit View Advanced | > @ |[E &=

Make Rew My
Connection  Connection

LI 4]

DMacEL

Connecting to My Cannection

3?!1‘ Opening Port

i

Hide this message:

Cancel connection:

Cancel

.‘JStart "&‘,_sNetwmrk Connections

L& e @3]

Dial-in Configuration

1. Press start of task bar of window system and select “Setting” /

“Control Panel”.

l{ CE Remote Window

!_‘E Programs
5% Favorites
|D Documents
& Settings
& telp
&7 Run..,

#95tart

&L 1243 am B
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2.

Double click the RAS Server icon from Control Panel.
i« CE Remote Window

9] . K P = T @
2 2 b & P = A
Certificates  DatefTime Dialing Display Intemet Keyboard Mouse  Network and
Options Dial-up Co..,
22 D & P P o W
Cwwner Password PC Regional Remove Storage System
Connection Settings Programs IManager

&9 Start ]I[}Contml Panel

3.

[ 12144 2w [@1]
Select the “General” tab under “Advantech RAS Server Configura-

tion”. Select “Enable RAS”, “Use Static IP Address” and enter a
specified IP in Static IP Address blank.

E Remote Window

X

Owrer

P = 0
D P b & 9P =
Certificates  Date/fTime Dialing Display Internet keyboard
Options
82 Bl il

Advantech RAS Server Configuration

General Input Lines | Logon Security l Users

S

Mouse

Enable RAS

Lse Static IP Addresses

Static IP Address: I192‘ 168.254.1
[ ok ] [ Cancel ] [ Apphy ]

x?

L

=g
MNetwark and
Dial-up Co...

8

System

£95tart ”[}Contml Panel IIAdvaﬂtech RAS Server ..,
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4. Select the “Input Lines” tab under “Advantech RAS Server Config-
uration”. Click Add button to setup the input line according to the

available RAS device.

o \CE Remote Window

k2 X
,»ﬂg =5 i
L @ ] T 1 %ﬁ \_) e
Certificates  Date/Time Dialing Display Internst keyboard Mouse Metwork and
Options Dial-up Co...
SR N S N
Owner Pass — - System
PPPoE Line O
F.AS WP Line O
R.AS WP Line 1
RAS YPM Line 2
Disconnect Idle Seconds: [300
sy
#7stat |3 Control Panel |[ctvantech ras server ... [$5L 1255 am [@j]

5. Select the “Logon Security” tab under “Advantech RAS Server
Configuration”. Select security protocol if necessary.

"j CE Remote Window

P L P o= D @

"
Keyboard Mouse Metwork and

Certificates  Date/Time Dialing Display Internat
Options Dial-up Co...

dvantech RAS Serwer Canfiguration

e

Systemn

A
General I Input Lines | Logon Security ]Users
Enabled Protocols
Unencrypked Passward (PAP)

MD-5 Challenge-Handshake Authentication Protocal (CHAP-MDS)

Microsaft CHAP (MS-CHAR)

Micrasoft CHAP Wersion 2 (M5_CHAP v2)

[ oK ] [ Camcel ] [ _Appl ]

[$L 12:56 am |@[I

#7start || B control Panel [Jacharitach ras Server ...
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6.

Select the “Logon Security” tab under “Advantech RAS Server
Configuration”. Add a new account for remote access services.

i CE Bemote Window

N x
- . =,
O P b & P = T @
Certificates  Date/Time Dialing Display Internet Keyboard Mouse Metwark and
Options Dial-up Co...
ea 2 q] A &h %’\\B s
Owner Pass: — System
General | Input Lines | Logon Security | Users
ADMIN Add
(Guest User Mame:  [livweiles
Password: [ Delete
Dormain:
[ oK ] [ gancel ] [ apply ]
#7start || 3 control Parel |[adtvantech Ras server .. [8 L 12257 am \@1]

7.

After all settings are completed, press Apply button and then it will
pop up the RasConfig dialog window. Press Yes button to save reg-

istry setting to storage card.

L»f CE Remote Window

General Input Lines I Logon Security lUsers

Es B - iy
2 b & P = D
2 b & P =
Certificates  Date/Time Dialing Display Internet Keyboard Mouse  Metwork and
Options Dial-up Co...
® B 8
L A dyantech RAS Server Configuration 3’
Owier Systern

Enable RAS

Use Static IP Addresses

Static IP Address:

I192.165‘254.1

Lo ][

Cancel | |

Apply |

&9 5tart H[}Control Panel “Advantech RAS Server ...

[$-L 12:45 am |@u

RAS configuration procedure is completed and you can access UNO-

1019 via remote device.
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4.4 Autorun Configuration Note

This document introduces how to execute applications automatically

when you boot UNO-1019 up.

Autorun Configuration Procedure
1. Execute the “UNO Configuration Utility”

"% |CE Remote Window

ADVANTECH

(@ Programs ~ » &% Advantech 3 =, Activesync
ﬂf Favarites » [ 5 Commumication M| = UNO CE Notepad

Eyoocuments + | i command Prormnt Jld unor Canfiguration Utiity
[ ssttings * | @& ternet Explarer
& Help %3 Remote Desktop Connection

S Run... &4 Windows Explorer

295tart %28 sz [@[F)

2. Go to the “Misc” page in UNO Configuration Utility.
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CE Eemote Window

Configuration Utility (Version 1.1)

General Metwark watchdog
System
0S5 Image Version: CE: MET 420 1,13 Build 002
Boot Loader Wersion: W1,12
CPU Type: Intel(R) PXA255
CPLI Temperature:  MiA
Disk 8 Memory
Total In Use Free
FLASH 5,773 KB 503 KB 5,270 KB
DR&M 35,664 KB 4,348 KB 31,316 KB

Configuration Utility (Version 1.1)

General Metwark Wiatchdog
CF Disk
CF Digk Mame:

Reboot Machine

Startup Programs Registry

Program Path: E] Add Igelete Save
I i~ View

web & Ftp Servers

Wah Server Root: Ftp Server root: E]
fowindows\wewwwwpubt [\ Temnpt

Fostart || Configuration Utility ... &L tnaam B
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3. Click on the “Program Path” bottom for selecting the program for
Auto-Run setting..

_'r E Remote Window

Configuration Utility (Version 1.1}
General Metywark ‘Watchdog

CF Disk Reboot Machine
F Disk Mame: |

Startup Programs Registry

Program Path: E] Add Delete Save
| v View

Web & Ftp Servers
‘Web Server Root: E Ftp Server root: E

|\winduws\www\wwwpuh\ |\Temp\

By

F95tart | Configuration Utility ... S L 104 aM @l

6B cerdisp.exe

B cerdisp.Ink
cethitldl
cetlstub.dl

Hame: |cen0tepad‘exe Type: |

F95tart I Corfiguration Utlity ...

Please choose the program then press “OK”.

L 17w B
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4. Click on the “Add” bottom to set the program for Auto-Run action.

CE Remote Window ] [zl

Comp

Configuration Utility (Version 1.1}
General Metwiark Watchdog Misc
CF Disk Reboot Machine

CF Disk Marme: IFLASH ~

Startup Programs Registry

Program Path: E] B Delete Save
|\Wind0ws\cenatepad.exe ™ View
Web & Ftp Servers

Web Server Root: B Ftp Server root: E]

|\W\nd0ws\www\wwwpub\ |\Ternp\

oo

#2ctart || configuration Utiity .. BL s B

e L e
General MNetwork watchdog
CF Disk
CF Disk MNarme:  |FLASH ]
el Information
Prograr

I\Wimda Startup.ini was created under \FLASH!Startup n

Web & rp—oervers
web Server Root: E] Ftp Server root: B

|\Wind0ws\www\wwwpub\ |\Temp\

oy

Fostart || configuration Utity ... S Lioem @

The UNO Configuration Utility will add the selected program in Auto-
Run requirement. Please press “OK” to finish the configuration.
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4.5 Application Development Procedure

UNO-1019 provides Software Development Kit (SDK) and a built-in
runtime library; you can use your existing windows-based programming
skills to develop applications easily and rapidly through those tools. This
document introduces how to develop custom application step by step.

4.5.1 Application Development Procedure

1.

Install Microsoft eMbedded Visual C++ V4.00 with Service Pack 2
The Microsoft eMbedded Visual C++ tool is a desktop develop-
ment environment for creating applications and system compo-
nents for Windows CE .NET-powered devices. This version
features new capabilities such as C++ exception handling, Run
Time Type Information (RTTI), and a plethora of new debugger
functionalities. Before you begin to develop your application, you
must install Microsoft eMbedded Visual C++ first.

Insert UNO-1019 CD into the CD-ROM in the host PC.

Install UNO-1019 Software Development Kit for eMbedded Visual
C++ from below path:
\UNO-1019\SDK

Install Microsoft ActiveSync 4.1 from below path:
\ActiveSync

Build the connection between the host and UNO-1019 via Active-
Sync. Further information about ActiveSync, please refer to
“ActiveSync Connection”.

Execute eMbedded Visual C++.

Select “File” I “New” to open a new project. Select your project
type in the left blank of window and enter the new project name /
location in the right side of window. Please note that CPU type
must select Win32 (WCE ARMVA4I).
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Files Projects | Workspaces

|WCE Application Project name:
.Z'WCE ATL COM AppWizard [test
|=]WCE Dynamic-Link Library
WCE MFC ActiveX ControlWizard .
Location:
58 WCE MFC AppWizard [dIl] sLTon
WCE MFC AppWizard [exe] [cATEMPtest J

%] WCE Static Library
= Create new workspace
 Add|to current workspace
I” Dependency of:

|»

wWin32 (WCE MIPSII_FP) =~

OK I Cancel

b

8. Select “UNO-1019” in the main window of Visual C++ .

=10l |
|Ble Bt Yiew Diert Broject Buld Tools Window Help
CTestApp vl [All class memhers];” ¢ CTesthpp j"’" - ”J’@ ‘ =L
Ulest ﬂ]uuomw ‘) ~|[win32 (WCE ARMVA1) Release > |[uN01019 Device =l
——

=

[iE Workspace ‘test': 1 proj

= Etestfiles
e

StdAfx.cpp
test.cpp

--[#] testre

i testDlg.cpp

#-_] Header Files

-] Resource Files

2] ReadMe.txt

L — |
"r.:t:|a...|ne... E]Fil... |
E

o

Build Findin Fils 1%, Findn Files 2 Nl

N T

Ready

UNO-1019 User Manual 56



9.  After you complete above configuration procedure, you can start to
develop your application. Press “Build”/ “Build xxx.exe” to com-
pile your program to .exe file and download it to UNO-1019.

| al C+4 Aﬂ.lll
| Bl Edit Yiew [nsnt Project [Bu Took Window Help
CTestApp b | [ = o p =l B '] 8 g
| = 7 ERSYIC
J test ~|Juno1019 gy Rebuda an A1) Release || UNO1019 Device |
. EorhBEud.
& Workspace "test': 1 g1 Clean
= & test files Start Debug v
= 43 Source Files Update Remote Cutput Fils(s)
(] StdAfx.cpp
[ test.cpp ¥ Executs testexe CHlF5
A testre Sot Aotive Configuration...
“~[#] testDlg.cpp Configurations. .
#-_] Header Files Set Active Platform...
(1 Resource Files
--[2] ReadMe.txt
] — (]
®3Cla...| & Re... | EFil...
]
|
Builds the project .

10. If you want to execute your program, press “Build” / “Execute
xxx.exe” and then the program will be executed in UNO-1019.

4.5.2 Watchdog Timer

There is a built-in watchdog timer in UNO-1019. Users can utilize the
WDT driver with standard WIN32 API to implement the watchdog func-
tion in their applications. To use the watchdog driver, firstly user must
open it via the name, “WDT1:”, then use DevicelOControl function to
access the watchdog hardware. The introduction below includes the defi-
nition of DevicelOControl and its parameters as well as an example.
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How to Use the Control Code

There are 6 control codes for the operation codes in the WDT driver.

1. IOCTL _WDT_ENABLE:

Enable the Watchdog timer on your application. By default, if the Watch-
dog timer is enabled, the WDT driver will automatically reload the time-
out counter after a specified period and your application does not need to
trigger the strobe periodically for masking the timeout, unless use
IOCTL_WDT REBOOT to stop this automatic strobe triggering.

IpInBuffer : unused.
nInBufferSize: unused.
IpOutBuffer: unused.

nOutBufferSize: unused.

2.10CTL _WDT_DISABLE:

Disable the Watchdog time on your application.
IpInBuffer : unsed.

nInBufferSize: unused.

IpOutBuffer: unused.

nOutBufferSize: unused.

3.I0CTL_WDT_STROBE:

Trigger strobe signal to reload watchdog timeout counter. If your applica-
tion uses IOCTL_WDT_ENABLE to enable the Watchdog first and then
sends IOCTL_WDT REBOOT to the WDT driver, your application must
trigger the Watchdog once during the Watchdog timer period. If your
application has not triggered at the specified period, the device will
reboot automatically.

IpInBuffer: unused.
nInBufferSize: unused.
lpOutBuffer: unused.

nOutBufferSize: unused.
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4.10CTL_WDT_GETTIMEOUT:
Get the Watchdog timeout value.
IpInBuffer: unused.

nInBufferSize: unused.

IpOutBuffer: The DWORD pointer to your Watchdog timeout setting.
The Watchdog timeout setting is just a number. 0 means 2 seconds, 1
means 5 seconds, 2 means 10 seconds, 3 means 15 seconds, 4 means 30
seconds, 5 means 45 seconds, 6 means 60 seconds, 7 means 120 seconds,
8 means 300 seconds, 9 means 600 seconds, 10 means 900 seconds, oth-
ers means the maximum 1140 seconds. The default setting is 5 seconds.

nOutBufferSize: unused.

5.10CTL_WDT_SETTIMEOUT:
Set the Watchdog timeout value.

IpInBuffer : The DWORD pointer to your Watchdog timeout setting. The
Watchdog timeout setting is just a number. 0 means 2 seconds, 1 means 5
seconds, 2 means 10 seconds, 3 means 15 seconds, 4 means 30 seconds, 5
means 45 seconds, 6 means 60 seconds, 7 means 120 seconds, 8 means
300 seconds, 9 means 600 seconds, 10 means 900 seconds, others means
the maximum 1140 seconds. The default setting is 5 seconds.

nInBufferSize:.unused.
IpOutBuffer: unused.

nOutBufferSize: unused.

6. IOCTL_WDT_REBOOT:

If you want your application to trigger the Watchdog by itself, please use
IOCTL_WDT_REBOOT to notify the WDT driver. Otherwise, the WDT
will trigger itself automatically.

IpInBuffer :unused.
nInBufferSize: unused.
lpOutBuffer: unused.

nOutBufferSize: unused.
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DevicelOControl

This function sends a control code directly to a specified device driver,
causing the corresponding device to perform the specified operation.

BOOL DeviceloControl(

HANDLE hDevice,

DWORD dwloControlCode,
LPVOID lpInBuffer,

DWORD nInBufferSize,

LPVOID IpOutBuffer,

DWORD nOutBufferSize,
LPDWORD IpBytesReturned,
LPOVERLAPPED IpOverlapped );

Parameters:
. hDevice

[in] Handle to the device that is to perform the operation. Call the Create-
File function to obtain a device handle.

. dwloControlCode

[in] Specifies the control code for the operation. This value identifies the
specific operation to be performed and the type of device on which the
operation is to be performed. No specific values are defined for the dwlo-
ControlCode parameter. However, the writer of a custom device driver
can define IOCTL XXXX control codes, per the CTL _CODE macro.
These control codes can then be advertised, and an application can use
these control codes with DeviceloControl to perform driver specific func-
tions.

. IpInBuffer

[in] Long pointer to a buffer that contains the data required to perform the
operation. This parameter can be NULL if the dwloControlCode parame-
ter specifies an operation that does not require input data.

. nInBufferSize
[in] Size, in bytes, of the buffer pointed to by lpInBuffer.
. IpOutBuffer
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[out] Long pointer to a buffer that receives the output data for the opera-
tion. This parameter can be NULL if the dwloControlCode parameter
specifies an operation that does not produce output data.

. nOutBufferSize
[in] Size, in bytes, of the buffer pointed to by lpOutBuffer.
. IpBytesReturned

[out] Long pointer to a variable that receives the size, in bytes, of the data
stored into the buffer pointed to by IpOutBuffer. The IpBytesReturned
parameter cannot be NULL. Even when an operation produces no output
data, and IpOutBuffer can be NULL, the DeviceloControl function makes
use of the variable pointed to bylpBytesReturned. After such an opera-
tion, the value of the variable is without meaning.

. IpOverlapped
[in] Ignored; set to NULL.
. Return Values

Nonzero indicates success. Zero indicates failure. To get extended error
information, call GetLastError.

Examples

#define IOCTL_WDT _ENABLE

CTL_CODE(FILE_DEVICE_UNKNOWN, 0x900,
METHOD BUFFERED, FILE ANY ACCESS)

#define IOCTL WDT DISABLE

CTL_CODE(FILE DEVICE UNKNOWN, 0x901,
METHOD BUFFERED, FILE ANY_ ACCESS)

#define IOCTL_WDT_STROBE

CTL CODE(FILE DEVICE UNKNOWN, 0x902,
METHOD BUFFERED, FILE ANY ACCESS)

#define IOCTL_WDT _GET_TIMEOUT

CTL_CODE(FILE_DEVICE_UNKNOWN, 0x903,
METHOD BUFFERED, FILE ANY ACCESS)

#define IOCTL WDT SET TIMEOUT

CTL_CODE(FILE DEVICE UNKNOWN, 0x904,
METHOD BUFFERED, FILE ANY_ ACCESS)
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#define IOCTL_WDT REBOOT

CTL_CODE(FILE_DEVICE_UNKNOWN, 0x905,
METHOD_BUFFERED, FILE_ANY_ACCESS)

HANDLE m_hWDT=NULL;
TCHAR szClassName[60];

// assign the WDT driver name
wsprintf(szClassName, TEXT("WDT1:"));
// Open the WDT driver

m_hWDT = CreateFile(szClassName,
GENERIC READ|GENERIC WRITE, 0, NULL, OPEN_EXISTING,
FILE ATTRIBUTE NORMAL, NULL);

if (m_hWDT == INVALID HANDLE VALUE ) {
DebugMsg(CString("WDT driver fail"));

return;

H

DWORD dwTemp;
DWORD nlndex=2;

/I Set the Watchdog Timer as 10 seconds. Number 2 means 10 seconds.

DeviceloControl(m_hWDT, IOCTL_WDT _SET TIMEOUT, &nlndex,
sizeof(nIndex), NULL, 0, &dwTemp, NULL);

// Enable the Watchdog timer

DeviceloControl(m_hWDT, IOCTL_ WDT ENABLE, NULL, 0, NULL,
0, &dwTemp, NULL);

// Activate timeout reboot

DeviceloControl(m_hWDT, IOCTL_WDT REBOOT, NULL, 0, NULL,
0, &dwTemp, NULL);
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While (1) {
// do your job here.
Sleep(8000);

DeviceloControl(m_hWDT, IOCTL WDT_STROBE, NULL,0, NULL,
0, &dwTemp, NULL);

}

DeviceloControl(m_hWDT, IOCTL_ WDT DISABLE, NULL, , NULL,
0, &dwTemp, NULL);

CloseHandle(m_hWDT);

4.5.3 DIO, LED and Buzzer

UNO-1019 has 2 DI(Digital Input) , 2 DO(Digital Output), 3 LED and a
Buzzer. Users can access these resources via the built-in Advantech 10
Service driver named “ADV1:”.The follows are the descriptions and
examples of the usable DeviceloControl codes in this driver:

How to Use the Control Code

There are 11 control codes for the operation codes in DIO, LED, and
Buzzer (driver).

1. ADV_IOCTL_READ_DI:
Read the Digital Input value.
IpInBuffer : unsed.
nInBufferSize: unused.

lpOutBuffer: The BYTE pointer to the current DI value. BITO indicates
DI 0 state; BIT1 indicates DI 1 state.

nOutBufferSize: User provided output buffer size.
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2. ADV_IOCTL_WRITE_DO:
Write value out the Digital Output.

IpInBuffer : The BYTE pointer to the DO value that is requesting to write
out. BITO indicates DO _0 state; BIT1 indicates DO _1 state.

nInBufferSize: User provided input buffer size.
IpOutBuffer: unsed.

nOutBufferSize: unsed.

3. ADV_IOCTL_READ DO:

Read the written Digital Output value.
IpInBuffer : unsed.

nInBufferSize: unsed.

IpOutBuffer: The BYTE pointer to the current DO value. BITO indicates
DO _0 state; BIT1 indicates DO 1 state.

nOutBufferSize: User provided input buffer size.

4. ADV_IOCTL_TURN_ON_LED1:
Turn LED1 on.

IpInBuffer :unused.

nInBufferSize: unused.

lpOutBuffer: unused.

nOutBufferSize: unused.

5. ADV_IOCTL_TURN_OFF_LED1:
Turn LED1 off.

IpInBuffer :unused.

nInBufferSize: unused.

IpOutBuffer: unused.

nOutBufferSize: unused.
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6. ADV_IOCTL_TURN_ON_LED2:
Turn LED2 on.

IpInBuffer :unused.

nInBufferSize: unused.

IpOutBuffer: unused.

nOutBufferSize: unused.

7. ADV_IOCTL_TURN_OFF_LED2:
Turn LED2 off.

IpInBuffer :unused.

nInBufferSize: unused.

IpOutBuffer: unused.

nOutBufferSize: unused.

8. ADV_IOCTL_TURN_ON_LED3:
Turn LED3 on.

IpInBuffer :unused.

nInBufferSize: unused.

lpOutBuffer: unused.

nOutBufferSize: unused.

9. ADV_IOCTL_TURN_OFF_LED3:
Turn LED3 off.

IpInBuffer :unused.

nInBufferSize: unused.

IpOutBuffer: unused.

nOutBufferSize: unused.
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10. IOCTL_PLAY_BUZZER:

Make the buzzer start beeping.

IpInBuffer : The DWORD pointer to the number of mini-seconds to play.
nInBufferSize: User provided input buffer size.

IpOutBuffer: unsed.

nOutBufferSize: unsed.

11. IOCTL_STOP_BUZZER:
Stop the buzzer that is playing.
IpInBuffer :unused.
nInBufferSize: unused.
IpOutBuffer: unused.

nOutBufferSize: unused.

DevicelOControl

This function sends a control code directly to a specified device driver,
causing the corresponding device to perform the specified operation.

BOOL DeviceloControl(

HANDLE hDevice,

DWORD dwloControlCode,
LPVOID lpInBuffer,

DWORD nInBufferSize,

LPVOID IpOutBuffer,

DWORD nOutBufferSize,
LPDWORD IpBytesReturned,
LPOVERLAPPED IpOverlapped );
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Parameters:
. hDevice

[in] Handle to the device that is to perform the operation. Call the Create-
File function to obtain a device handle.

. dwloControlCode

[in] Specifies the control code for the operation. This value identifies the
specific operation to be performed and the type of device on which the
operation is to be performed. No specific values are defined for the dwlo-
ControlCode parameter. However, the writer of a custom device driver
can define IOCTL XXXX control codes, per the CTL_CODE macro.
These control codes can then be advertised, and an application

can use these control codes with DeviceloControl to perform driver spe-
cific functions.

. IpInBuffer

[in] Long pointer to a buffer that contains the data required to perform the
operation. This parameter can be NULL if the dwloControlCode parame-
ter specifies an operation that does not require input data.

. nInBufferSize
[in] Size, in bytes, of the buffer pointed to by lpInBuffer.
. IpOutBuffer

[out] Long pointer to a buffer that receives the output data for the opera-
tion. This parameter can be NULL if the dwloControlCode parameter
specifies an operation that does not produce output data.

. nOutBufferSize
[in] Size, in bytes, of the buffer pointed to by lpOutBuffer.
. IpBytesReturned

[out] Long pointer to a variable that receives the size, in bytes, of the data
stored into the buffer pointed to by IpOutBuffer. The IlpBytesReturned
parameter cannot be NULL. Even when an operation produces no output
data, and IpOutBuffer can be NULL, the DeviceloControl function makes
use of the variable pointed to bylpBytesReturned. After such an opera-
tion, the value of the variable is without meaning.

. IpOverlapped
[in] Ignored; set to NULL.

. Return Values
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Nonzero indicates success. Zero indicates failure. To get extended error
information, call GetLastError.

Examples

#define ADV_IOCTL_READ DI

CTL CODE(FILE DEVICE UNKNOWN, 0x900,
METHOD BUFFERED, FILE ANY_ ACCESS)

#define ADV_IOCTL_READ DO

CTL_CODE(FILE_DEVICE_UNKNOWN, 0x902,
METHOD_BUFFERED, FILE_ANY_ACCESS)

#define ADV_IOCTL_WRITE_DO

CTL_CODE(FILE DEVICE UNKNOWN, 0x904,
METHOD BUFFERED, FILE ANY_ ACCESS)

#define ADV_IOCTL_TURN_ON_LEDI

CTL_CODE(FILE DEVICE UNKNOWN, 0x930,
METHOD BUFFERED, FILE ANY_ ACCESS)

#define ADV_IOCTL_TURN_OFF LEDI

CTL CODE(FILE DEVICE UNKNOWN, 0x931,
METHOD BUFFERED, FILE ANY_ ACCESS)

#define ADV_IOCTL_TURN_ON_LED2

CTL_CODE(FILE_DEVICE_UNKNOWN, 0x932,
METHOD BUFFERED, FILE ANY_ ACCESS)

#define ADV_IOCTL_TURN_OFF_LED2

CTL_CODE(FILE DEVICE UNKNOWN, 0x933,
METHOD BUFFERED, FILE ANY_ ACCESS)

#define ADV_IOCTL_TURN_ON_LED3

CTL CODE(FILE DEVICE UNKNOWN, 0x934,
METHOD BUFFERED, FILE ANY_ ACCESS)

#define ADV_IOCTL_TURN_OFF_LED3

CTL_CODE(FILE_DEVICE_UNKNOWN, 0x935,
METHOD BUFFERED, FILE ANY ACCESS)

#define IOCTL PLAY BUZZER
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CTL_CODE(FILE DEVICE UNKNOWN, 0x950,
METHOD BUFFERED, FILE ANY_ ACCESS)

#define IOCTL_STOP_BUZZER

CTL CODE(FILE DEVICE UNKNOWN, 0x951,
METHOD BUFFERED, FILE ANY_ ACCESS)

HANDLE hDev;
DWORD i, dwGot, dwNumReturned;

/I LED & 10 Test Program.
hDev = CreateFile( T("ADV1:"), // Pointer to the name of
the port
GENERIC READ | GENERIC WRITE, //Access (read-write)
mode
0, // Share mode
NULL, // Pointer to the security attribute
OPEN_EXISTING, // How to open the serial port
0, // Port attributes
NULL ); // Handle to port with attribute
if ('hDev)

{

printf("Can't load ADV1 driver properly!\r\n");

return O;

for(i=0; 1<20; i++)

{

if( i & 0x01)

{
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dwGot |= 0x01; // set Dout 0 high
dwGot |= 0x02; // set Dout 1 high
printf("Set Dout 0 high, Set Dout 1 high ...\r\n");
H
else
{
dwGot &= ~0x01; // set Dout 0 low
dwGot &= ~0x02; // set Dout 1 low
printf("Set Dout 0 low, Set Dout 1 low ...\r\n");
H

if( !DeviceloControl (hDev, ADV_IOCTL_WRITE DO, &dwGot, 4,
NULL, 0, &dwNumReturned, NULL) )

{
printf("ADV_IOCTL_WRITE DO failed! exit.\r\n");
break;

if( !DeviceloControl (hDev, ADV_IOCTL_READ DI, NULL, 0,
&dwGot, 4, &dwNumReturned, NULL) )

{
printf("ADV_IOCTL _READ DI failed! exit.\r\n");
break;

if( dwGot & 0x01 )

{

DeviceloControl(hDev, ADV_IOCTL TURN ON LEDI, NULL,
0, NULL, 0, NULL, NULL);

}

else

{
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DeviceloControl(hDev, ADV_IOCTL_TURN_OFF_LEDI, NULL,
0, NULL, 0, NULL, NULL);

}

if( dwGot & 0x02 )

{

DeviceloControl(hDev, ADV_IOCTL TURN ON LED2, NULL,
0, NULL, 0, NULL, NULL);

}

else

{

DeviceloControl(hDev, ADV_IOCTL_TURN_OFF_LED2, NULL,
0, NULL, 0, NULL, NULL);

}

Sleep(1000);

CloseHandle(hDev);
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4.6 Saving Your Settings

Once you made changes for UNO-1019, you may need run RegSave.exe
to save Windows CE system Registry to CF card or on-board flash disk to
keep your settings. See Registry Saving section for detail.

Registry Saving

Running RegSave.exe to save system Registry to CF card or on-board
Flash. you can specify command line parameter for RegSave.exe shown
as below:

RegSave [-f] [-s] [-fs]
[-f] : Save Registry to Flash and CF card

[-s]: RegSave will not display any message despite whether the
action is succeeded or not.

[-fs]: combination of [-f] and [-s]

If you’re running RegSave.exe without parameter, it will only save
Registry to CF card and it will display message to notify you
whether the Registry has been successfully saved.

4.7 UNO-1019 Network Administration User Guide

Advantech’s UNO-1019 series is a built-in Windows CE solution offering
a pre-configured image with optimized onboard device drivers. WinCE
is a compact, high-efficient and hard real-time operating system that is
designed for embedded systems without HDD limitation.

UNO-1019 remote administration is a powerful function, which allow
users connect to filed-site UNO-1019 by standard browser and configure
UNO-1019’s network and system settings remotely.

UNO-1019 remote administration includes two major functions; network
administration and system administration.

Network administrationWith UNO-1019 well-configured, user can con-
nect to local network or public network (Internet).
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4.7.1 Network Administration

Following steps introduces how to connect the UNO-1019 by standard
browser, and configure the field-site UNO-1019’s network setting

remotely.

1. Execute standard browser (for instance, Internet Explorer), and
enter UNO-1019 (which you would like to connect)’s IP address as
below,

IP address/networkadmin

Instance: 172.18.3.89/networkadmin

2. System will ask you to enter password when you login UNO-1019

first time.
3 Welcome to the ICS Admin Wility - Microsoft Internet Explozer E]@

#BEE REE #RO FREFLW IRD HEQ 7

Cr=-© HRE® Posdraez @ -5 - [JE B

D) @ hitlp #1172 188 3 B0/Metwarkhd mind v B BE EE Y
msa? -] v Puws - SEERT  \)BE T HHERERE ) - o Homed 3§ Messner (R HHMSN
-~
Welcome to the Windows CE networking configuration page! With this device propedy configured you can connect your local
network 1o the Intemet, Pl refully oonsider the following options beft
Admin password setup
Please set 3 pssword for your device, Choose something that is both easy to remember and s 2 steong password (uchas one that
oontains nurekers, Jeters, and punctuation). The username for your gateway is ADMIN.
Enter new password
Confirm new password
Compatibility Mode
Choose the Ievel of compatibility and securty reuivesd when configuring the device, Once this option is selected, it can never
be changed.
The compatibility mod appliss o Whether cliznts will be able 1o configure he device, such a5 being allowed to access this 1
Networkfidmin page. It does not affect their ability o wse most of the device's features. For instance, even i you select Highest
Seeurity Mode!, Windows 95, Windows 98, Windeows ME and other operating systems will be able o use most of the device's
fumctionality.
The compatkility mode you chese will also affirt which clients can access files andfor pinters shaved from #his device, Setting High
‘Security Mode'will Hlock Windows 9598/ME from aocessing password. protected resources,
Highest Security Mode (Windows 2000, ¥P, and above) ®
The gateway will vse & more secure protocel when authenticating client requests. This mode is a0t supported by
Windows 95, Windows 98, Windows ME, or browsers ofher than Internet Explorer.
T L3 M ALt AL Mo A A0 . dairh i o]
& i PR
Note: The default user name is ADMIN
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3. Connect to the UNO-1019 again, and the system will ask you to

enter user name and password. After authorization, you will enter
Windows CE networking setup page.

Enter Network Password i

Pleaze type your uzer narme and passward.

Site: 17218389

Uszer Mame IADMIN

Paszzword I

Domain I

[~ Save this password in pour password list

ak I Cancel I

BEEE HEED WRO BREW IAD HE@

Q- Q HNEAG P Jeamez @ -2 w - B

| -
D) ] Mip:#172.18 3 89N ebworkAdmin

msn™ - | v| Pz - smERT (JRE  OHHSERE () - o Hotmd $§ Meseng

Home | Hetwork | Features | Advanced |

User Accounts

Welcome to the Windows GE netwaorking setup page! With this device properly configured you can connect your
local {privatel netwark to the (ublic) hternet

Network Settings - Changs IP
information about this device

User Accounts — Add, modify, and
delete user accounts on this devics
Restart Network - Restart for
network changes to take effect

Advanced Setting - Allows ports to
be statically reserved and mapped.
Features - Allows configuration of
advanced gateway features.

findowes CE Wersion: (4.20) Build Version: (1028) Sy=\ersion: (1082)
H2000-2002 Mictosoft Corporation. All rights reserved.
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Network Settings
Change IP information about the UNO-1019.

1. Change device name
Enter proper device name and press Submit button.

Please MUST change UNO-1019’s device name at your first usage.

But after you change UNO-1019's device name, please don't ever change
device name back to UNO-1019, it's not permitted for WinCE OS

No Interfaces Present:
There are no interfaces configured. Please use Advanced Settings

Device Name
Mote: Setting the device name may take several seconds.

Device MName UND-1019 [ Submit

IPV6 Config

Enable IPVE | Submit

Note: When you change the device name, UNO-1019 will need
some time to register to DNS (Domain Name Server) auto-
matically. If you would like to search this UNO-1019 next
time, you can search it by device name instead of IP
address.

CAWINDO WEsyztem 32wmd exe

Microsoft Windows XP L[i
CC) Copyright 198526801 Microsoft Corp.

IC:~Documents and Settings-Daniel.HszuXping unolBliFwvl
Pinging unolB@19vl [172.18._.3.751 with 32 bytes of data:

from 172_.18_.3_.75: byte 32 time=1ms TTL=128
From 172.18.3.75: byt i TTL=128
From 172.18.3.75: byt TTL=128
fFrom 172 _18_.3_.75: byute TTL=128

Ping statistics for 172_.18_.3.75:

FPackets: Sent = 4. Received = 4. Lost = @ (8x loss>.
Approximate round trip times in milli—seco

Minimum = ims. Maximum = 1ims, Average = 1ms

[C:z~Documents and Settings~Daniel.Hsul
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Note: You also could find device name in WinCE's "setting" /
"Control Panel"/ "System" 's device name tag. You
could see below picture for referrence.

l{ CE Remote Window

"2 x
£ = = =3
(_I-:, 3 e D@ <A @ :{’ =,
. = = ) > 3 =
Accessibility  Certificates Date/Time Dialing Display Input Panel  Internet keyboard
Options

Ay ] 2 m
s l
@ 8 ¥ & 4 P D
Mause System Properties FAlermove
- = ograms
@ General I Memory | Device Mame |Cupyrights ]
Storage ] These settings are used to identify your Windows CE device to

w0 other computers.,
Manager 59 Please type a name {without any spaces) and a short description.

Device name: |SEeRTERE=RET

Device description: |Advantech UNO-1019 Windows CE Device

Escl1]2[2[4[5[6|7[8]0(0]-[=|w
Tabjq|wle|r|t][y|ul]ilJo|[p|[[]]
CAPla|s(d[{f/glh]i|k]l[:]"
Shift[z [ |c|¥y|bh|nm|[,[.]f]+
Ctiaii] - [ % L ][
&9 5tart ”@Control Panel || 'J System Properties |-*--J.-& 6:50 PM |@ ”@
IPVé6
If you want to enable “IPV6”, please check “Enable IPV6” and press
Submit button.

System will ask you to restart UNO-1019, the UNO-1019 will support
IPV6 after restarting.
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CE Remote Window

File Edit Help

Pocket CMD v 4.20

e dipconfig

rindows IPF configaration
E

thernst adapter [DM3CEL]:
IP Address ........ o 172.18.3.89
Bubnet Mask ......_. : EEE.EZEE_EEE.D
IP Address ........ : fe80::Zd0:c9ff: feal - 7834%5

Turmel adapter []:

Interface Mumber .. - 4

Tunnel adapter [6tod Pzeudo-Interface]:
Incerface Nunber .. @ 3

Tunnel adapter [Automatic Tunneling Pseudo-Interface]:
Interface Mumber .. : Z
IF Address

........ : fed0::5efe:172.18.3.89%2

Advanced Setting

“Advanced setting” allows ports to be statically reserved and mapped.

System will list all of the adapters present on the UNO-1019. You can

configure the adapter bindings as public, private, bridged, or default to
simply bind it to TCP/IP.

Caution: Incorrect settings may render the UNO-1019 inoperable.

3 Advanced Sethings - Microsoft Internet Explorex
HEE RED R0 EREW ITAD HAm
Qt% - © HRAG Pue dramee @ -5 w-JE B

HEHD) ] htp:#172.18.3.75Metworkhdmin/sdvanced

Google[G  |mae@ © B v <o o | {f mE- DR Do omE | P
Home | Network | Features | Advanced | User Accounts

Metwork Adapter Configuration:

This is alist of all the adapters present on your system. You can configure the adapter bindings as public, private,
bridged, or default to simply bind it to TCP/IP.

Use exiveme caution - incorrect settings may render your device inoperahle

Adapter(s) Bindings
DM3CE] O Public O Frivate O Bridged ® Default
DMSCETWO1 O Public O Frvate O Bridged ® Default
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User Accounts

“User Accounts” function allows you to add, modify and delete user
accounts on this UNO-1019. "ADMIN" is the only account allowed to
manage account information

Note: The account we manage here is for network
service such as File server ,FTP, Telnet and
Web server, but NOT "ACCESS THIS ADMIN
WEBPAGE"

1. Create a User Account

<1-A> Enter a user name in the “Create a new ...” field, and press Create.

<1-B> Enter a password, and press Create Account button.

; Dser Configuration - Microsoft Internet Explorer

BERE WED WRO HEREL IAOD HAD

Qra-O -HREAG Lr foame @ -2 @

i 3
AHLT) i@ hitp:4#172 18 3 B9/ etworkidminimodify-user
= T v| pre - smEnT | 1@E X HERERE ) - o ol & Mesner (2
Home | Network | Features | Advanced | User Accounts

User Configuration
Create an account for Guest

Logon Mame fi}uesl |
—

Paszwerd - |

Confirm Password 1-\ |

| Create Account

<1-C> System will create a user account according to your information.

If you would like to change the password of this user account, please
press Modify button behind the user name.

If you would like to delete the user account, please press Delete button
behind the user name.
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Home | Network | Features | Advanced | User Accounts

User Manager Setup
Gonfigure user infarmation on this device

Logon Mame
|Guast |[Mod\fy ] [ Delete ]

[ADMIM | [(Modity |

|Create a new user | [Oraate ]

User Group Setup
Gonfieure which members are part of eroups.

Group Name
|PuwerUsers |[Mﬂd\fy J [ Delete ]

Delete

Fower Users

|Create a new eroup) [ Greate ]

2. Create a Group
<2-A> Enter a group name in the “Create a new” field, and press Create.

Home | Network | Features | Advanced | User Accounts

User Manager Setup
Gonfigure uger information on this device.

Logon Name
|Guest |[ Madify ] [ Delete ]

[ADMIN | [ Madify ]

|Create a nen user.._| [ Create ]

User Group Setup
Confieure which members are part of eroups.

Group Mame
|P0werUsers |[ Modify ] [ Delete ]

| [Modify | [ Delete |

|Oreate a new eroup) [ Create ]

<2-B> If you want to choose which users are members of group, please
press Modify button behind the group name.

Set the box next the user’s name to have them be part of this group.
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Home | Network | Features | Advanced | User Accounts

Group Configuration
Chose which users are members of eroup Power Users. Set the box next to the user's name to have th
part of this eroup.

User Name Member of group?
Guest

ADMIN

<2-C> If you want to delete a group, please press Delete button behind
the group name.

Features

Allows configuration of advanced gateway features. You can configure
the File server, FTP server, Telnet server and Web Server Administration
accordingly.

Home | Network | Featwes | Advanced | User Accounis

File Server

A configured file server will allow for sharing file on your private network
Click here to confimire vour file server

FTP Server
A configured fip server will allow for transmitting files to and from your gateway
Click here to confimire vour fip server

Telnet Server
A configured telnet server will allow you to telnet into your gateway
Click here to confimure vour telnet server

Web Server Administration
Configure basic sethings of vour Web Server
Cliclk here to confizure your web server
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4.7.2 File Server

<A-1> Choose the folder in UNO-1019 you wish to share and then enter a
share name then press “Submit”.

Home | Network | Featwres |  Advanced | User Accounts

Compatibility Notice

This device has been configured 40 run in highest secodty mode, It will not accept anthenticated, sessions from Windows 9508 ME
clients.

Shared Folders

Please choose the folder won wish to share and, then enter a shave narne,

I WNetwork [ | [ Submeit |
\FLASH [FL | (St )
[ vApplication Data [ | [ Submit |
[] “Recycled [ | [ Subrait ]
O \My Documents [ | [ Submeit |
[ “Program Files | | [ Sulbrnit ]
[ 4Temp [ ![Suh‘mlt}
1 WWindows [ | [ utmit |

<A-2> Press "Modify" to set up share permissions, choose the account
who will use file server function, then click "Allowed" then press
"Modify".

Share Permissions
Please choose the share you wish to modify,

FL Modify

Permissions for Share FL

danielhsu @ allowed C Denied
ADMIN @ allowed C Denied
-

<A-3> You could use browser to access device name and test file server
function
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..' TNO1019¥1 (unol019¥1}) - Microsoft Internet Explorer

wEE REE #W@RO RAEEW IBRO HAm
Qix-© @ Owe o wx [
HEEDY | Wano1010v1

Google ICl+ G 2 & B~ o i

Note:  If you want to use password to protect UNO file server,
please key in your ADMIN password, chossing "PWD
Enabled" and click "Submit”, every time you access file
server, UNO file sever will ask you a password of account
to enable file accessing.

Dizable ALL Paszwords
I wou disable pasawords *ATLL* shares (file and print) will be available +0 anyone on the network,

ADMIN Password:|:|

@ PWD Enabled O PWD Disabled

AL D) [€] tuno101941
Google |G~ Bte b2 B - o A

#4821 wnol019v1 ADYANTECH.CORP 3]

(i

EASESE] mnl019v]
EAEERO: (@] v
EEE): | |
Ot RaEEE)
BT iE
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Creating a Network Disk

Windows CE provides the command to enable remote network disk as a
local disk.

<Command>
Usage:

net use [<local name of folder on UNO-1019>|*] [<remote name>] [/
user:<username>] [/d]

or

net view <computername> | /DOMAIN:<domainname>

<Description>
[/d] Disable network disk

<Instance>

Device name : nb940902
Shared folder : temp

Folder name on UNO-1019 : UNO1019v1

ADAM-6520
Ethemet Switch

1. Share the “temp folder” in the remote site (nb940902) to authorized
users, and set the permissions (read/write).

<EX> Remote Windows PC: <Computer name> = nb940902
<Shared folder name> = temp

<Authorized user name> = daniel.hsu
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2. Execute the blow command by local UNO-1019’s command
prompt, and system will ask you to enter your user name, password
and domainif you would like to save your user name and password
as “default user”, please check “Update Default Credentials”.

<EX> net use UNO1019V 1\\nb940902\temp /user:daniel.hsu

"4 CE Remote Window |Z”§|E‘
x

File Edit Help
Pocket CMD w 4.20
[\ > net use unolOldvl \\nb340%0Z%cemp suser:daniel.hsu

LLogon failed

%@ Resource: \\NBO40902\ TEMP

>

User Name  [dlaniel. hsu

Password I*w***w**

Dormain |advantec|-|

|:| Update Default Credentials

-

#start | BB command Prompt|[Logon faiked [3L& a5 pm |@|TFT\I

lf CE Eemote Window

File Edit Help

Pocket CMD w 4._Z0

B net use unolOl9wl Wnb340902%\tenp Suser:daniel _hsu
0l01%w]l successfully mapped to \Vinb24020E%\temp

4, =

3. The remote network disk (Ex:\\nb940902\temp) will launch in the
local UNO-1019’s “Network” folder.
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_{ CE Eemote Window

File Edit View Go Favorites & ¥ X
Address | Yetwork
MHarne Size | Type
unol01gyv Folder

If you want to delete this folder on UNO-1019 , you could execute the
command as below

<EX> net use UNO1019V1 \\nb940902\temp /user:daniel.hsu /d

4.7.3 FTP Server

The FTP server accepts ftp connections and allows the UNO-1019 to be
configured remotely.

Basic Configuration
You can set following items in Basic Configuration field..
* Server Enabled- Will the FTP server accept incoming connections?

* Require Authentication- Will the FTP server prompt for user name and
password?

» Allow Anonymous Users- Allow users without an account on the server
to login to the server?

* Allow Anonymous Uploads- Allow anonymous users to upload and
change files?

* Allow Anonymous User to Virtual Roots- Allow anonymous users to
view and access files in virtual roots?

* Default Directory- The default directory that anonymous FTP users will
log in to.
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- FTP Sexver Configuration - Microsoft Internet Explorer

WBEO REE ®RO BWEEW IAD HHE@

Qix- O (2GS e @

;;‘.-;;'; - &

UL @) nep 172183 Aminfity

man¥ - | pm=s - smawT

AVBIE G0 SHEGREEIES (23) - oo Hotmedl 3% Mesenger (B 0 MSN

Fip Server Configuration

wour gateway. The fip server is intended for advanosd vsers only,

Basic Configuration

Server Enabled
Will the fip server anrept incoraing connertions?

Require Authentication
WLl the ftp server protapt for user name and password?

Allow Anonymous Users
Allow sers Without an anoonnt on the server o login to the serwer?

Allow Anonymous Uploads
Allow anonymous nsers 1 vplcad and change files?

Allow Anonymous users lo virtual roots
Allow Anonyrmons vsers 1o view and access files in virtal roots?

Default Directory
The defanlt divectory that anonyraons FIP wsers will log in o

Logs

Home | Metwork | Featwres | Adwanced |

User Acconnts

The ftp server accepts fip conmections and allows the device to be confignied rermotely.

Use extreme caution when configuring the fip server. Shovld the fip secver be misconfigured, 2 malicious user oould gain complete oontrol of the files on

The Fip server will be restarted after any changes to the the basic configuration or the virtual roots. That will terminate any Fip oonnections corently active.

O Yes
@No
© Yes
O No
@ Yes
O'No
O Yes
@ No
O Yes
@ HNo

\Temph \

Use Logs section to control what information about the FTP transactions

is logged.
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2} FTP Server Confignration - Microsoft Internet Explorer
BEE REE WRO AAREW IAD HEE

Qti-Q HEAG Pesaramz @ -5 @-LJE B

FHED) @) b 72.18.31 |

v B5E =

msn¥ -/ v Prs - spEERT  (J8E GOHHERERE ) - o Hotmel 8 Meseneer (B BHIMIN
DETAUIT DITECTOTy T
The default directory that anonymons FTP users will log in fo et ] &
Logs
Use this section 0 contro] what information abut the FTP transactions i3 loggad 1o file
i PresE
The dirctory o stor the log s in Wi ]
i ]
‘The marimum size of the log file(in EiloByies)
Errors
Visits
Log Zomes File Transfers
Check the infornation that yon want writen to the log CIFTP Commands
Diagnostic Information
[ Details
i
FTF Users

Use: this sertion t0 control acoess o the FTP server for each user, Toadd new users go 10 the Add Users page.
You can configuee a separate horme dirsctory for each vser by appending the vser’s name to home dirertory.
Denying read permission to:a user, denies complete access to the fip server for that user.

Allow
dllow Alow  apoy  agen
Read Wit 0 Files
TlserName T Alovte |alovte o .. z
L & ssth Pk
FTP Users

Use FTP Users section to control access to the FTP server for each user.
To add new user, please go to the “User Account” page.

You can configure a seprate home directory for each user by appending
the user’s name to home directory. Denying read permission to a user,
denies complete access to the FTP server for that user.
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/3 FIP Server Configuration - Microsoft Infernet Explorer
HRE FEE WRY BHEEW IAD HEO

HAG S damr @ 2% 5 -UH S

v BBE

PEm - SEERT  (JEE X HEEBHAE ) v o Hotmeid 3§ Mesenger (3 HHD M

FTP Users

Use this section to oontrol a0cess to the FTP server for each user, To add new users go to the Add Users page.
ou can oonfigure a separate home direstory for each vser by appending the vser’s nams to homs direstory,
Denying read permission 1 a vser, denies complete acoess to the fip secver for that user,

Allow
allow allow ey g

Read Wit
Vitual  Files
Allowthe  Allow te
E,;ﬁ;“ﬂme o Home Directory o tologin we o ROOE  Allow the
T The path to usex's horos disectory and upload and Allow e wsertoview
e vser il usex to view hidden asd
fles from. |fles on the e Vil ssatem files
teserer  seovee 98 forhe
server
== | [FLASHETPROOT ] O =] O

[aDMm I |

{If the nser name is in ved, the values in that row ars only reoommended values, Please edit as appeopriats and click on “Update Users” for the values to takeeffect)

Virtual Roots
Use this section to addlelete virtyal r00ts t0 the FTP server, Virmal roots allow yon 1o map a physical directory to 2n directory with a different name.
1 the user has pemissions 10 see virtual roots, these xoots will appear a3 folders under the user's home directory.
| The virtua] directory name caanot contain of the following characters: v/l The directory ath cannot contain anv character from he orevious Listas well. bt may

TR

[£3

Virtual Roots

You can add/delete virtual roots to the FTP server. Virtual roots allow you
map a physical directory to and directory with a different name.
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7R FTP Server Configuration - Microsoft Internct Explorer E]@
i
-.

BEO ®REE BARY BHREW IAD HNEG

Qt=-Q X @G Pwe

erne @ 2-52 #-LJE 3

D) €] hpin72183 v B s EE >
msa¥ - | v| Pwms - smERT A WE  XHEEEEE Q) - o Homal 3§ Mesngr (R HEMSY
Server | ~
[Guast | [FLASHWTPROOT ] m] O O
[ADMIN IS |

(If the user name i in e, the values in that row are only commended values, Please edit a3 appropriate: and click on "Update Users™ for the values o ake effec)

Virtual Roots

Use this section to addilelete virtual roots to the FTP server, Virtual roots allow you 10 map a physical directory to an directory with 2 different name.

I the user has pemissions o see virtnal roots, these roots will appear as folders wnder the user's home directery.

‘The virtual dirsctory naae cannot contain of the follovwing characters: Yo"/l The divectory path cannot contain any character from the previous list as well, but may
include the backslash

Delete
Cherk the
irtual
Virtual Directory Name Directory Path directories
The narne of the direstory to display under the users home directory Fath to the physical dirsctery you
would
leto
delete
[<Ever alia for new viral directory> |[<Enter physical path vistual directorse>
Windons CE Version: (@20) Build Version: (1088) Sysversion: (1088)
30002002 Microsaft Corporation. All ights resensed e
v
@ FERR & iR PIERE

4.7.4 Telnet Server
The telnet server accepts telnet connections and allows the UNO-1019 to
be configured remotely.

Telnet Server Configuration
» Server Enabled- Will the telnet server accept incoming connections?

* Require Authentication- Will the telnet server prompt for user name
and password?

Telnet Server Users

Choose which users can access the telnet server.
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X Telnet Server Configuration - Microsoft Internot Explorer =)
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Home | Network | Features | Advanced | User Accounts

Telnet Server Configuration
The telnst server accepts telnet connections and allows the device to be configured remotsly

Use extreme caution when configuring the telnet server. Should the te et server be misconfigured a malicious user could
gain complete contral of your hame gatenay. The tehet server is intendsd for advanced users anly

Server Enabled @ Yes
Will the telnet server accept incomine connections? ONe
Require Authentication @Yes
Will the telnet server prompt for user name and password? Cile

Telnet Server Users
Choose which users can access the telnet server

User and Group Names Enabled Disabled Default
Guest e o] @
ADMIN ® o ]
PowerUsers (Group) (5] < @
RasUsers (Group} ® (o) @

[ Allow default items If checked, items set as default wil be treated as enabled

Windows CE Ve rsion: (4.20) Build Version: (1088) Sysvfersion: (1088)
#2000-2002 Microsoft Corporation. &ll rights reserved

& ST ARG

4.7.5 Restart Network

Restart for network change to take effect. To make the changes you have
made take effect immediately, please press “Restart Networking” button,
and then the home gateway networking services will be restart.
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